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SECURITY STANDARD FOR MERCHANT PAYMENT CARD PROCESSING 
 
Scope: 

 

The Security Standard for Merchant payment card processing impacts all KSU 
computers, payment terminals, and other electronic devices involved in processing 
payment card information. PCI compliance is required of all e-commerce merchants that 
store, process or transmit credit cards, 
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not P2PE validated, it must be removed from the university network and
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14. All physical media and devices associated with payment card processing must be 
maintained throughout the device and media lifecycle, including distribution, 
accessibility, and surplus. 

 
Exceptions: 

 

Request any exception to this standard via a service ticket to the KSU Service Desk at 
https://service.kennesaw.edu 

 
Review Schedule: 

 

The Security Standard for Merchant payment card processing will be reviewed 
annually by the Office of the Vice President of Information Technology and Chief 
Information Officer or his/her designee. 

 
 
 
 

Issue Date July 30, 2019 
Effective Date July 30, 2019 
Last Updated June 1, 2022 
Responsible Office Office of the Vice President of Information Technology and Chief Information 

Officer 
Contact Information Office of the Vice President of Information Technology and Chief Information 

Officer, Office of Cybersecurity Phone: 470-578-6620 
Email: ocs@kennesaw.edu 

 


